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Gizlilik Politikasi

CELL.KOMUNIKACIJA Sp. z 0.0., WW IQ Test ticari unvaniyla faaliyet géstermekte olup (bundan bdyle topluca
“WW IQ Test,” “biz,” “bize,” “bizim"” veya “Sirket” olarak anilacaktir), web sitesi kullanicilarinin (“Kullanici(lar)”
veya “siz") gizliligine saygi duymakta ve kisisel bilgilerini korumayi taahhtt etmektedir.

Sitemizi https://tur.wwiqgtest.com/ ve alt alan adlarini (topluca “Site”) kullandiginizda hakkinizda toplayabilecegimiz
ve kullanabilecegimiz bilgilerle ilgili uygulamalarimizi bilmeye hakkiniz olduguna inaniyoruz.

Latfen WW IQ Test'in kisisel bilgilerinize iliskin goraslerini ve uygulamalarini, ayrica bu bilgileri nasil isledigini

anlamak icin asagidakileri dikkatle okuyunuz.

Burada tanimlanmamis buyuk harfli terimler, Kullanim Kosullarimizda verilen anlamlari tasir ve isbu Gizlilik

Politikasi, anilan kosullara atif yoluyla dahil edilmistir.
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1) Biz Kimiz

Veri Sorumlusu.

Kisisel verilerinizin veri sorumlusu, Polonya'da kayitl ve merkez ofisi Krakow, Polonya’da bulunan


https://tur.wwiqtest.com/
https://tur.wwiqtest.com/terms-conditions/

CELL.KOMUNIKACIJA Sp. z o.0./dur ("WW IQ Test,” “biz,” “bize,” “Sirket”).

Bu Politikanin Kapsami.

Bu Gizlilik Politikasi, https://tur.wwigtest.com/ ve alt alan adlarinin kullaniminiza, ayrica Sitemiz aracihgiyla

sundugumuz hizmetlere uygulanir.
Bu hizmetler arasinda WW IQ Test sonuclari (6rnegin, IQ puani, sertifika, raporlar) ve IQBooster zihin egzersizi

hizmeti (birlikte “Hizmetler”) bulunmaktadir.

Kullanim Kosullari ile liski.

Bu Gizlilik Politikasi, Kullanim Kosullarimizin bir pargasini olusturur ve ona atif yoluyla dahil edilmistir.

Kiresel Uygulama; Kaliforniya Bildirimi.
Bu Politika duinya genelinde gecerlidir. Kaliforniya eyaletinde ikamet eden kullanicilar, Kaliforniya yasalarina 6zgu

bilgiler icin ayrica Bolum 12 (Kaliforniya Gizlilik Bildirimi)'ni incelemelidir.

Kapsam Disi Durumlar.
Bu Politika, kontroliUmuz disinda olan tG¢uncu taraf web siteleri, hizmetleri veya 6deme platformlari icin gecerli
degildir (6rnegin, bagimsiz 6deme saglayicilar).

Bu taraflarin gizlilik uygulamalari, kendi politikalari tarafindan yonetilir.

2) Temel Tanimlar

» Kisisel Veri (Personal Data): Kimligi belirli veya belirlenebilir bir gercek kisiyle ilgili her turlu bilgi (6rnegin,
ad, e-posta, IP adresi, hesap kimligi, satin alma ge¢misi, test sonuclari/puani, destek kayitlari).

« Isleme (Processing): Kisisel Veriler (izerinde gerceklestirilen her tirli islem (6rnegin, toplama, kaydetme,
dlzenleme, saklama, kullanma, ifsa etme, aktarma, silme).

e Veri Sorumlusu / Veri isleyen:
o GDPR kapsaminda: Veri Sorumlusu, Kisisel Verilerin islenme amaclarini ve araclarini belirleyen kisidir.

o Veri ??leyen, bu verileri, Veri Sorumlusu adina ve s6zlesmeye dayali olarak isler.

e Hizmet Saglayici (Service Provider): Kaliforniya yasalari uyarinca, bizim adimiza is amaciyla veri isleyen ve
verileri baska amaclarla kullanmasi sézlesmeyle kisitlanmis kisi veya kurulus (GDPR'deki “Veri Isleyen”e
benzer).

o Uciincii Taraf / Bagimsiz Veri Sorumlusu: Hizmet Saglayicimiz olmayan ve verilerin islenme amaclarini kendi
belirleyen kisi veya kurulus (6rnegin, PayPal gibi kendi adina islem yapan édeme platformlari).

» Satis (Sale - Kaliforniya): Kaliforniya yasalarina gore, Kisisel Verilerin para veya baska bir deger karsiliginda
Uctincti Tarafa ifsa edilmesi veya erisime sunulmasi.

o Paylasim (Share - Kaliforniya): Kisisel Verilerin, farkli siteler veya uygulamalardaki faaliyetlere dayali hedefli
reklamcilik amaciyla Uclincii Tarafa ifsa edilmesi (para alisverisi olup olmaksizin).

o Hedefli Reklamcilik (Targeted Advertising): Bagimsiz web siteleri, uygulamalar veya hizmetlerdeki
faaliyetlerinize dayanarak size reklam gdsterilmesi (diger adiyla “baglamlar arasi davranissal reklamcilik”).

e Hassas Kisisel Bilgi (Sensitive Personal Information - SPI): Kaliforniya yasalari veya GDPR tarafindan
“hassas” olarak tanimlanan belirli veriler (6rnegdin, kullanici adi ve sifre, kesin konum bilgisi, devlet kimlik
numarasi, finansal hesap bilgileri, saglhk veya biyometrik veriler).

Bu tur verileri ve kullanim amaclarini Bélim 3-5 ve Bolum 12'de aciklariz.
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e Cerezler / izleme Teknolojileri (Cookies / Tracking Technologies): Cihaziniza veya tarayiciniza yerlestirilen
klcuk dosyalar, pikseller, SDK'lar veya benzer teknolojiler. Temel islevleri, analizleri, guvenligi, dolandiricilik
dnlemeyi ve (uygulanabildiginde) reklamcihgi destekler. Secimleriniz Cerez Ayarlari ve Bélum 6'da aciklanir.

o Cerez/SDK Tercihleri: Cerez izin aracimizda yaptiginiz, zorunlu olmayan (analitik veya reklam gibi)
cerez/SDK'lar1 kontrol eden se¢imleriniz.

3) Ne Topluyoruz

Siteyi ve Hizmetleri kullandiginizda, bizimle iletisime gectiginizde veya etkilesime girdiginizde asagida ac¢iklanan
bilgi turlerini toplariz.
Bu bilgilerin bir kismi dogrudan sizden, bir kismi otomatik olarak cihazinizdan/tarayicinizdan, bazilari da hizmet

saglayicilarimizdan (6rnegin 6deme ve analiz hizmetleri) elde edilir.

3.1. Bize sagladiginiz bilgiler

o Hesap ve iletisim bilgileri: Ad, e-posta adresi, hesap kimlik bilgileri (asagida SPI notuna bakiniz), iletisim
tercihleri.

o Test katilimi ve sonuclar: WW IQ Test Uzerindeki etkilesimleriniz (6rnegin, yanitladiginiz sorular, secilen
cevaplar, zaman damgalari, test tarih/saat bilgisi) ve buna bagh cikti verileri (IQ puani, sertifika bilgileri,
olusturulan raporlar).

o Destek iletisimleri: Formlar veya e-posta araciligiyla génderdiginiz mesajlar (6rnegin, Test Kimlik numarasi),
ayrica kalite gtivencesi ve hizmet gelistirme amaciyla sizinle yazismalarimiz.

o Pazarlama tercihleri: Abonelik/abonelikten ¢ikma ayarlariniz ve ilgili tercih bilgileriniz.

3.2. Otomatik olarak toplanan bilgiler (cihaz, kullanim, ¢erezler)

e Cihaz ve teknik veriler: Tarayici tUru/sturuma, isletim sistemi, ekran ¢ézunarlagu, dil ayarlari, cihaz
tanimlayicilari (6rnegin IP adresi, cerez kimligi, mobil/reklam kimligi) ve tanilama gunlukleri.

o Kullanim ve etkilesim verileri: Gortuntllenen sayfalar, tiklanan baglantilar, sayfada gecirilen sure,
yonlendiren/cikis sayfalari ve Sitedeki veya Hizmetlerdeki gezinme etkinlikleri.

o Yaklasik konum: IP tabanli konum verileri dolandiricihk 6nleme, gtvenlik, hizmet yerellestirmesi ve analiz
amaclariyla kullanilabilir. GPS dluzeyinde kesin konum verisi toplamayiz.

o Cerezler / SDK'lar: Biz ve hizmet saglayicilarimiz temel islevsellik, guvenlik, analiz ve (uygulanabildiginde)
reklam amaciyla cerezler, pikseller, etiketler veya benzeri teknolojiler kullaniriz. Ayrintilar ve tercihleriniz icin
Bolim 6 (Cerezler, Analitik ve Reklamcilik) ve Cerez Ayarlari'na bakiniz.

3.3. Satin alma ve 6deme bilgileri

o Odeme islemleri: Satin alma yaptiginizda, 6demeniz Stripe, SolidGate veya PayPal gibi 6deme
saglayicilarimiz tarafindan islenir.
Sistemlerimizde tam kart numaralari saklanmaz.
Dolandiricilik d6nleme, musteri destegi ve kayit amaclariyla tokenize referanslar, islem meta verileri ve (varsa)
kartin son dort hanesini alabiliriz.
Bazi 6deme saglayicilari (6rnegin PayPal) bagimsiz veri sorumlusu olarak hareket eder; bu durumda
verileriniz onlarin gizlilik politikalarina tabidir.

3.4. Diger kaynaklardan elde edilen bilgiler



o Hizmet saglayicilar ve is ortaklari: Analitik, dolandiricilik dnleme veya destek araclarindan sinirh veriler
alabiliriz (6rnegin, toplu kullanim metrikleri, hata tanilama verileri, IP’den taretilmis genel konum).

o Kamuya acik veya ticari kaynaklar: Yasalarin izin verdigi élcude, kayitlarimizi dogruluk, dolandiricihigi
dnleme veya Hizmetleri gelistirme amaciyla kamuya acik bilgiler veya veri setleriyle tamamlayabiliriz.

3.5. Tarafimizdan olusturulan ¢ikarimlar

o Hizmet ¢ikarimlari: Faaliyetlerinizden ve test katiliminizdan ¢ikarimlar Uretebiliriz (6rnegin, puan
gruplandirmalari veya rapor olusturmak icin kullanilan segmentler).
Bu ¢cikarimlar, hukuki veya benzer sekilde 6nemli etkiler doguran kararlar almak icin kullaniimaz.

3.6. Hassas Kisisel Bilgiler (SPI)

o SPI olarak kabul ettiklerimiz: Hesap giris bilgileri (kullanici adi ve sifre) bazi yasalar kapsaminda hassas veri
olarak degerlendirilir.

o Amac ve sinirlar: SPI yalnizca kimlik dogrulama, guvenlik ve dolandiricilik 6nleme gibi izin verilen amaclarla
kullanilir.
SPI, kisisel 6zellikleriniz hakkinda ¢ikarim yapmak i¢in kullaniimaz.

o Toplamadigimiz bilgiler: Devlet tarafindan verilen kimlik numaralari, kesin konum verileri veya 6zel nitelikli
veriler (6rnegin, saghk/biometrik veriler) toplamiyoruz.
SPT'y1 yalnizca izin verilen amaclarla kullandigimiz ve karakter ¢ikarimi yapmadigimiz igin “Hassas Kisisel
Bilgilerimin Kullanimini Sinirla” se¢cene@i sunmuyoruz.

3.7. Birlestirilmis veriler; diger boliimlere baglanti

Yukarida tanimlanan bilgileri (6rnegin cihaz verilerini hesap verileriyle) Hizmetleri isletmek, guvence altina almak
ve gelistirmek amaciyla birlestirebiliriz.

Kisisel Verilerle baglantili her turlu Kisisel Olmayan Bilgi, baglanti sirdugu surece Kisisel Veri olarak kabul edilir.
Verilerin nasil kullanildigi, paylasildigi, saklandigi ve aktarildigina iliskin ek ayrintilar Bélium 5-9'da; Kaliforniya'ya
6zel aciklamalar (son 12 aya iliskin kategori eslemeleri dahil) ise Boliim 12 (Kaliforniya Gizlilik Bildirimi)'nde yer

alir.

4) Kisisel Verilerin Kaynaklari

Kisisel Verileri asagidaki kaynaklardan elde ederiz:
4.1. Dogrudan sizden

Hizmetleri kullanirken (6rnegin test yapmak, sonuc istemek, hesap olusturmak veya yonetmek), bizimle iletisime
gecerken (form, e-posta), pazarlama tercihleri belirlerken veya musteri destek ekibimizle etkilesime girerken

sagladiginiz bilgiler.
4.2. Otomatik olarak cihaziniz/tarayicinizdan

Siteye erisiminiz sirasinda teknik ve kullanim verileri (IP adresi, cihaz ve tarayici bilgileri, dil, gérunttlenen sayfalar,
tiklamalar, zaman damgalari) ile cerezler/SDK'lar araciligiyla toplanan veriler.
Temel islevsellik, guvenlik, dolandiricilik 6nleme, analiz ve (uygulanabildiginde) reklamcilik amaciyla kullanilir.

Bkz. Bolim 6 (Cerezler, Analitik ve Reklamcilik) ve Cerez Ayarlari.



4.3. Odeme saglayicilari

Satin alma yaptiginizda, 6deme saglayicilarimizdan (Stripe, SolidGate, PayPal) sinirli islemm meta verileri aliriz.
Tam kart numaralarini almaz veya saklamayiz.
Bazi saglayicilar (6rnegin PayPal) bagimsiz veri sorumlusu olarak hareket edebilir; bu durumda isleme surecleri

kendi gizlilik politikalarina tabidir.
4.4. Hizmet saglayicilar (veri isleyenler)

Hizmetleri isletmemize ve guvenligini saglamamiza yardimci olan yukleniciler (6rnegin barindirma/CDN, analiz,
dolandiricihk dnleme, guvenlik izleme, musteri destek araclari, e-posta iletimi) bizim adimiza veri isleyebilir.
Bu saglayicilar, s6zlesme kapsaminda toplu metrikler, hata raporlari, dolandiricilik sinyalleri veya etkilesim verileri

paylasabilir.
4.5. Destek ve iletisim kanallari

Bize gbnderdiginiz mesajlardaki bilgileri (6rnegin siparis veya test kimlik numaralari) toplariz ve kalite glvencesi

ile sorun ¢6zUmu amaciyla yardim masasi veya e-posta sistemlerinden gelen ilgili meta verileri alabiliriz.
4.6. Kamuya acik veya ticari olarak temin edilebilir kaynaklar

Yasalarin izin verdigi durumlarda, kayitlarimizi dogruluk, dolandiriciligin énlenmesi veya Hizmetlerin gelistiriimesi

amaciyla sinirli kamu veya ticari verilerle (6rnegin IP-bolge eslemesi) tamamlayabiliriz.
4.7. Tek oturum acma / Uguincu taraf giris sistemleri (kullaniliyorsa)

Hizmetlere bir G¢lincu taraf hesabi veya SSO (Single Sign-On) aracilhigiyla erisiyorsaniz, ilgili saglayicinin gizlilik

politikasina ve ayarlariniza uygun olarak bize paylasilan hesap bilgilerini (6rnegin ad, e-posta) aliriz.
4.8. Birlestirilmis veriler

Yukaridaki kaynaklardan elde edilen bilgileri (6rnegin cihaz verilerini hesap verileriyle) Hizmetleri isletmek,
guvence altina almak ve gelistirmek amaciyla birlestirebiliriz.
Kisisel Verilerle baglantisi devam eden her turlu kisisel olmayan veri, baglanti sirdigu surece Kisisel Veri olarak

degerlendirilir.

5) Bilgilerin Toplanma ve Islenme Amaclari

Nelerdir?

Kisisel Verileri, Hizmetleri isletmek, glvence altina almak ve gelistirmek icin kullaniriz. Asagida her amac icin

birincil GDPR yasal dayanagini (ve baglama bagl olarak gecerli olabilecek ikincil dayanaklari) belirtiriz.
5.1 Hizmetleri saglamak (testler/sonuclar), hesabinizi isletmek ve satin alma/abonelikleri yerine getirmek

Ornekler: Testleri yonetmek; IQ sonuclari/sertifikalari/raporlari olusturmak ve teslim etmek; IQBooster erisimi
saglamak; profilinizi ve ayarlarinizi sirdtrmek; siparisleri ve yenilemeleri islemek; hizmet/islem mesajlari
gondermek (6r. makbuzlar, deneme-ucretli onaylari).

Yasal dayanak: S6zlesme (Madde 6(1)(b)); S6zlesme henlz mevcut degilse hizmet surekliligi gibi tamamlayici

islemler icin Mesru menfaat (Madde 6(1)(f)).



5.2 Musteri destegi ve iletisim

Ornekler: Sorgulara yanit vermek, sorun gidermek, uygun oldugunda sikayetleri ve iadeleri ele almak, énemli
hizmet guncellemeleri veya sart/qgizlilik degisikliklerini iletmek.
Yasal dayanak: Kullanim/satin alma ile baglantili durumlarda S6zlesme (Madde 6(1)(b)); genel destek ve kalite

guvencesi icin Mesru menfaat (Madde 6(1)(f)).
5.3 Guvenlik, dolandiricilik 6nleme ve kotuye kullanim tespiti

Ornekler: Oturum acma kimlik dogrulamasi; hesaplari koruma; dolandiricilik, spam veya kétiye kullanimi tespit
etme/dnleme; Sartlarimizi izleme ve uygulama; Hizmeti ve kullanicilarimizi koruma.
Yasal dayanak: Hizmetin guvenligini saglamak icin Mesru menfaat (Madde 6(1)(f)); belirli givenlik/dolandiricilik

kontrolleri gerektiren kanunlarda Yasal yakamluluk (Madde 6(1)(c)).
5.4 Hizmet analitigi, performans ve iyilestirme

Ornekler: Kullanimi 6lcmek; hatalari teshis etmek; icerikleri, soru bankalarini ve kullanici deneyimini gelistirmek;
yeni 6zellikler gelistirmek; istatistiksel analiz yapmak; yalnizca gerekli durumlarda onay alinarak analitik
cerezleri/SDK'lari kullanmak.

Yasal dayanak: Temel 6lcum ve hizmet kalitesi icin Mesru menfaat (Madde 6(1)(f)); kanunen gerekli oldugunda

zorunlu olmayan analitik cerez/SDK’lar icin Onay (Madde 6(1)(a)).
5.5 Kisisellestirme ve bizim tarafimizdan olusturulan ¢ikarimlar

Ornekler: Test katihminizdan cikarimlar olusturmak (ér. skor temelli segmentler) ve bu verilerle raporunuzu
hazirlamak veya hizmet deneyimini 6zellestirmek. Bu ¢ikarimlar yasal veya benzer sekilde 6nemli sonuclar
doguracak kararlar icin kullanilmaz.

Yasal dayanak: Satin alinan ciktilarin Uretilmesi icin S6zlesme (Madde 6(1)(b)); Hizmetin zorunlu olmayan yonlerini

kisisellestirmek icin Mesru menfaat (Madde 6(1)(f)).
5.6 Pazarlama (izin verildigi dlcude) ve bilgilendirme

Ornekler: Satin aldiginiz benzer triinler hakkinda e-posta géndermek; istege bagli bultenler/promosyonlar;
kampanya performansini 6lgmek; (uygunsa) kendi Hizmetlerimize ait reklamlari géstermek.

Yasal dayanak: Benzer arun/hizmetler hakkinda e-posta géndermek icin Mesru menfaat (Madde 6(1)(f)) —
dilediginiz zaman vazgecebilirsiniz; elektronik pazarlama ve zorunlu olmayan reklam cerezleri/SDK'lar icin Onay
(Madde 6(1)(a)).

5.7 Odemeler, muhasebe, vergi ve uyumluluk

Ornekler: Odeme saglayicilari (6r. Stripe, SolidGate, PayPal) Gizerinden édemeleri islemek/iade etmek; islem
kayitlarini tutmak; ttketici hak taleplerini ydonetmek; muhasebe, vergi ve duzenleyici yakamlultklere uymak.
Yasal dayanak: Satin alma islemleri icin S6zlesme (Madde 6(1)(b)); vergi/kayit ve yasal talepler icin Yasal

yukdmlalik (Madde 6(1)(c)); denetim ve uyumluluk hazirligi icin Mesru menfaat (Madde 6(1)(f)).
5.8 Haklarimizi, giivenligimizi ve yasal ¢ikarlarimizi korumak

Ornekler: Hukuki talepleri ileri siirmek veya savunmak; yasal taleplere yanit vermek; zarari dnlemek; glivenlik
olaylarini ele almak; Sartlarimizi uygulamak.

Yasal dayanak: Mesru menfaat (Madde 6(1)(f)); uygulanabilir oldugunda Yasal yakimlalik (Madde 6(1)(c)).

5.9 Onay gereken durumlar; onayin geri cekilmesi



Onaya dayandigimiz durumlarda (6r. zorunlu olmayan c¢erezler/SDK’lar, belirli pazarlama turleri) onayinizi
dilediginiz zaman Cerez Ayarlari aracihgiyla veya e-postalarimizdaki “abonelikten ¢ik” baglantisi Uzerinden geri

cekebilirsiniz. Geri cekme, dnceki yasal islemenin gecerliligini etkilemez.
5.10 Hassas Kisisel Bilgiler (SPI) — sinirli kullanim

Bazi yargi alanlarinda SPI sayilan hesap giris bilgilerini (kullanici adi/parola) yalnizca kimlik dogrulama, guavenlik ve

dolandiricilik 6nleme amaclariyla isleriz. SPI'y1 kisisel 6zelliklerinizi ¢itkarmak icin kullanmayiz.
5.11 Itiraz ve tercih haklari

Mesru menfaate dayandigimiz islemlere, 6zel durumunuza iliskin gerekgelerle itiraz etme hakkina sahipsiniz; aksi
halde Ustin mesru gerekcelerimiz veya yasal talepler icin gerekli olmadikga talebinizi yerine getiririz.
Zorunlu olmayan cerezleri/SDK'lari Cerez Ayarlar’'ndan ydnetebilir ve pazarlamadan dilediginiz zaman

cikabilirsiniz.

6) Cerezler, Analitik ve Reklamcilik

6.1 Bu teknolojiler nelerdir?

Biz ve hizmet saglayicilarimiz, Siteyi calistirmak, guvenligini saglamak, performansi 6lgmek ve izin verildigi élcude
analitik ve reklam faaliyetlerini desteklemek icin cerezler ve benzeri teknolojiler (piksel, etiket, SDK, yerel

depolama) (“Cerezler”) kullaniriz.

6.2 Kullandigimiz cerez turleri

e Zorunlu (kesinlikle gerekli): Sitenin calismasi ve talep ettiginiz ézelliklerin (6r. oturum agma, yuk dengeleme,
guvenlik/dolandiricilik 6nleme) saglanmasi icin gereklidir. Sistemlerimizde devre disi birakilamaz.

e Analitik/Performans: Sitenin nasil kullanildigini (6r. sayfa géruntuleme, oturum suresi, hata teshisi)
anlamamiza yardimci olur.

o Islevsel: Secimleri (6r. dil, bélge) hatirlar ve dzellikleri gelistirir.

o Reklam/Pazarlama: Kampanyalari 6lcmemize ve (uygunsa) size daha alakali Hizmet reklamlarini
gOstermemize yardimci olur.

6.3 Tercihleriniz

e Cerez Ayarlari: Zorunlu olmayan cerezleri dilediginiz zaman Cerez Ayarlari Gzerinden ydnetebilirsiniz
(bashk/altbilgi veya banner baglantisi).

e Tarayici kontrolleri: Cogu tarayici ¢erezleri engellemenize/silmenize izin verir. Zorunlu cerezleri
engellerseniz bazi 6zellikler calismayabilir.

o Analitikten c¢ikis: Bazi saglayicilar kendi tarayici eklentilerini veya ayarlarini sunar.

e Mobil ayarlar: Cihazinizin isletim sistemi reklam takibini sinirlayacak tercihler sunabilir.

6.4 Analitik ve hizmet 6l¢cimu

Kumulatif istatistikler Gretmek, performansi artirmak ve hatalari duzeltmek (6r. sayfa yukleme sureleri, 6zellik
kullanimi, hata raporlari) icin analitik ve teshis araclari kullaniriz. Bu saticilar bizim adimiza veri isleyen

yuklenicilerdir ve verileri kendi amaclari icin kullanamazlar.



6.5 Reklam ve baglamlar arasi davranissal reklamcilik

izin verildigi durumlarda, kampanyalarimizin etkinligini 6lcmek ve Hizmetlerimizin reklamlarini sizin ilgi
alanlariniza gore (baglamlar arasi davranissal reklamcilik veya hedefli reklam) gostermek icin reklam/élcim
ortaklariyla calisabiliriz. Zorunlu olmayan reklam cerezlerini Cerez Ayarlari'ndan kontrol edebilirsiniz.

Kaliforniya sakinleri: Blum 12 (Kaliforniya Gizlilik Bildirimi)yne bakin — “Kisisel Bilgilerimi Satma veya Paylasma”

baglantisi ve devre disi birakma sinyalleri hakkinda ayrintilar oradadir.
6.6 Ortaklar ve aciklamalar

Barindirma/CDN, guvenlik/dolandiricilik dnleme, etiket yonetimi, analitik/6lcim, hata izleme, A/B testi, musteri
destek araclari ve reklam/pazarlama platformlari gibi kategorilerde ortaklarla ¢alisiriz.
Bazi ortaklar bizim veri isleyicilerimizdir; bazilari (6r. belirli 6deme platformlari) kendi gizlilik politikalari

kapsaminda bagimsiz denetleyicilerdir.
6.7 Saklama suresi

Cerez dmurleri degiskendir. Oturum cerezleri tarayiclyl kapattiginizda sona erer; kalici cerezler daha uzun (6r.

birkac ay) surebilir. SUreler tarayicinizda veya cerez tercih aracinda géruntulenebilir.

7) Kisisel Bilgilerin Uclincii Taraflarla Paylasiimasi

Kisisel Verilerinizi satmayiz. Yalnizca asagida acgiklandigi sekilde ve Hizmetleri isletmek, glivenceye almak ve

gelistirmek icin gerekli oldugunda paylasiriz.
7.1 Personelimiz ve bagh kuruluslarimiz (gerektigi olclide)

Kisisel Verilere, Hizmetleri isletmek, destek saglamak ve bu Politikada aciklanan faaliyetleri yuratmek amaciyla

yalnizca gerekli personel ve bagl kuruluslar erisebilir. Tum personel gizlilik yGkimlultklerine tabidir.
7.2 Hizmet saglayicilar / veri isleyiciler (s6zlesme kapsaminda)

Kisisel Verileri, bizim adimiza isleyen ve kullanimini yalnizca talimatlarimizla sinirlayan yazili sézlesmelere bagli

saglayicilarla paylasiriz. Yaygin kategoriler sunlardir:

e Barindirma / CDN ve altyapi (site barindirma, icerik dagitimi, yedekleme)

Guvenlik & dolandiricilik dnleme (tehdit tespiti, kimlik dogrulama)

Analitik / 6lcim & hata teshisi (kullanim metrikleri, hata raporlari)

Musteri destek & iletisim (yardim masasi, e-posta/SMS gonderimi)

Odeme & faturalama (tokenlestirilmis 6deme referanslari, fatura verileri)

7.3 Bagimsiz denetleyiciler / iigiinci taraflar

Bazi ortaklar kendi gizlilik bildirimleri kapsaminda bagimsiz denetleyiciler olarak hareket eder (6r. PayPal gibi
ddeme platformlari veya élcim/reklam platformlari). Bu hizmetleri sectiginizde verilerinizin kullanimi onlarin

politikalarina tabidir.

7.4 Hukuki uyum ve koruma



Kisisel Verileri iyi niyetle su durumlarda aciklayabiliriz:

(i) gecerli yasa, duzenleme, yasal strec veya hukimet talebine uymak;
(ii) Sartlarimizi uygulamak, operasyonlarimizi veya haklarimizi korumak;
(iii) dolandiricih@i, guvenlik veya teknik sorunlari tespit etmek/6nlemek;

(iv) Sirketin, kullanicilarin veya kamunun haklarini, mulkinG ya da guvenligini korumak.
7.5 Kurumsal islemler

Gerceklesen veya planlanan birlesme, satin alma, finansman, yeniden yapilanma, varlik satisi veya iflas
durumlarinda Kisisel Verileri paylasabilir veya devredebiliriz. Yasal olarak gerekirse sizi bilgilendirir ve alicinin bu

Politikayl veya esdeger korumayi surdurmesini saglariz.
7.6 Toplu veya kimligi kaldirilmis bilgiler

Arastirma, analiz veya hizmet iyilestirmesi amaciyla kimliginizi belirlemeyen toplu istatistikleri veya
anonimlestirilmis bilgileri paylasabiliriz. Bu bilgileri bireylerin yeniden tanimlanmasini dnleyecek sekilde muhafaza

ederiz.
7.7 Uluslararasi aktarim

Bazi alicilar sizin yargi bolgenizin disinda (6r. ABD'deki hizmet saglayicilar) bulunabilir. Sinir 6tesi veri aktarimi

guvenligine iliskin ayrintilar icin B6lUm 8'e bakiniz (Uluslararasi Veri Aktarimlari).
7.8 Reklam ve baglamlar arasi davranissal reklamcilik

Reklam veya 6lcum ortaklariyla calistigimiz durumlarda, bu faaliyetler ve se¢im haklariniz Bélum 6'da aciklanmistir.
Kaliforniya sakinleri ayrica “Satma veya Paylasma” secenekleri ve sinyal isleme detaylari icin Bolim 12yi

incelemelidir.

8) Uluslararasi Veri Aktarimlari

8.1 Verilerinizin islendigi yer

Biz Avrupa Birligi'nde (Polonya) kuruluyuz. Hizmetler esas olarak AB icinde barindirilmaktadir. Bununla birlikte,
bazi Hizmet Saglayicilar ve bagimsiz ortaklar (6rnegin, belirli 8deme, analiz, destek veya guvenlik saglayicilari)
Kisisel Verileri sizin Ulkeniz disinda, ikamet ettiginiz bdlgedeki veri koruma seviyesinden farkl koruma duzeyine

sahip olabilecek Ulkelerde (6rnegin, Amerika Birlesik Devletleri) isleyebilir.
8.2 Sinir 6tesi aktarimlar icin koruma onlemleri (GDPR/AEA)

AEA'dan yeterlilik karari bulunmayan bir Ulkeye Kisisel Veri aktardigimizda uygun koruma 6nlemleri uygulariz,

ornegin:

o Alicilarla AB Standart S6zlesme Maddeleri (SCCs) imzalamak (devam eden aktarimlar icin gereklilikler dahil);
ve

o Gerekli oldugunda ek 6nlemler uygulamak (6r. iletim ve depolama sirasinda sifreleme, siki erisim kontrolleri,
veri minimizasyonu ve tedarikgi risk degerlendirmesi).

Uygun oldugu durumlarda, belirli aktarimlar icin AB-ABD Veri Gizliligi Cercevesi kapsamina giren alicilarin

katilimina dayanan bir AB yeterlilik kararina da guvenebiliriz.



8.3 Birlesik Krallik aktarimlari (uygulanabilir ise)

ileride Birlesik Krallik'taki kisileri hedefler ve Kisisel Verileri BK'dan tclincii Glkelere aktarirsak, Birlesik Krallik

Uluslararasi Veri Aktarim Sozlesmesi (IDTA) veya AB SCC’lerine BK Ekini (ve gerekli ek 6nlemleri) kullaniriz ya

da ilgili durumlarda BK yeterlilik dUzenlemelerine dayaniriz.

8.4 Belirli aktarimlar icin diger yasal dayanaklar

Sinirl durumlarda, yasalarin izin verdigi istisnalara dayanabiliriz (6rnegin, sizin talebiniz Gzerine bir s6zlesmenin

ifasi, yasal taleplerin olusturulmasi/savunulmasi, ya da acik rizaniz).

8.5 Aktarim koruma 6nlemleri hakkinda bilgi alma

Sinir 6tesi aktarimlarda kullandigimiz koruma énlemleri hakkinda daha fazla bilgi almak veya ilgili SCC'lerin (gizli

sartlar ¢ikarilmis) bir kopyasini elde etmek icin bizimle iletisime gecebilirsiniz (bkz. Bolum 15).

8.6 Tedarik¢i denetimi

Kisisel Veri isleyen dnemli tedarikgilerin risk degerlendirmelerini yapar ve teknik/organizasyonel énlemlerini

duzenli olarak gbzden geciririz; bdylece uygun bir koruma seviyesinin surdurulmesini saglariz.

9) Saklama

Kisisel Verileri, bu Politika'da aciklanan amaclari yerine getirmek i¢in (bkz. Bélum 5) gerekli oldugu surece tutariz.

Buna yasal, muhasebesel veya raporlama gereklilikleri, uyusmazlik ¢6zimu ve sézlesmelerin uygulanmasi dahildir.

Veri artik gerekli olmadiginda, yururltkteki yasal gereklilikler elverdigi 6lctude siler veya kimligi kaldirinz.

9.1 Kategoriye gore saklama sureleri / kriterleri

Hesap ve profil verileri (isim, e-posta, tercihler): Hesabiniz aktif oldugu surece ve genellikle son faaliyetten
sonra 24 aya kadar; destek, dolandiricilik 6nleme ve kayit tutma amaciyla saklanir. Daha dnce silme talebinde
bulunabilirsiniz (yasal yukumlultkler sakhidir).

Test katilimi ve sonuclari (cevaplar, zaman damgalari, skor, sertifikalar/raporlar): Satin aldiginiz ¢iktilar
saglanana kadar tutulur, ardindan genellikle 12-24 ay icinde silinir (yasal gereklilikler sakhdir).

Abonelik ve faturalama kayitlari (plan, ge¢mis, faturalar, makbuzlar): Cekirdek islem kayitlari vergi ve
muhasebe yasalarinca 6ngdérulen sure boyunca (¢ogu ulkede genellikle 7 yil) saklanir.

Odeme belirtecleri / meta veriler (tam kart numarasi olmadan): islem dogrulama, dolandiricilik dnleme ve
mutabakat amaciyla genellikle islem kayit siresi boyunca saklanir.

Musteri destek iletisimleri (e-postalar, destek kayitlari, ekler): Talebiniz acik oldugu surece ve genellikle
12-24 ay boyunca kalite guvence, egitim ve hukuki savunma amaclariyla saklanir.

Guvenlik / dolandiricilik glinlukleri: Genellikle 6-24 ay boyunca veya olay incelemesi/yasal uyum
gerektiriyorsa daha uzun stre saklanir.

Analiz / tanilama verileri: Kimligi belirlenebilir bicimde yalnizca hata ayiklama ve iyilestirme suresince
tutulur, ardindan anonimlegtirilir veya toplulastirilir.

Yasal / uyum kayitlari (riza, gizlilik talepleri): Yasa geregi (6rnegin rizanin ispati veya hak taleplerine yanit)
gerektigi surece saklanir.

9.2 Cerezler ve benzer teknolojiler



Cerez ve SDK dmurleri turtne ve amacina gore degisir. Oturum cerezleri tarayiciyl kapattiginizda silinir; kalici
cerezler siz silene kadar belirli bir sire (6r. aylar) devam eder. Ayrintilar ve tercih secenekleri icin B6lum 6

(Cerezler, Analitik ve Reklamcilik) ile Cerez Ayarlari aracini inceleyin.
9.3 Kimlikten arindirma ve toplulastirma

Uygun oldugunda, verileri kimliginizi makul dlcude belirlemeyecek hale getirir veya toplulastiririz. Bu tar veriler
kimliksiz bicimde tutulur ve yeniden kimliklendirme yapilmaz. Toplu/anonim veriler, hizmet gelistirme veya

istatistiksel amaclarla suresiz sekilde kullanilabilir.
9.4 Kullandigimiz kriterler

Saklama suresini belirlerken dikkate aldigimiz unsurlar:

(i) verinin hacmi, niteligi ve hassasiyeti,

(ii) isleme amaclari ve baska yollarla gerceklestirilip gerceklestirilemeyecedi,
(iii) yasal/duzenleyici gereklilikler,

(iv) yetkisiz kullanim veya ifsadan kaynaklanabilecek zarar riski,

(v) s6zlesmesel yakumlultkler ve kullanici taleplerini karsilama kapasitemiz.
9.5 Talep lizerine silme

Yuruarlukteki yasa ve belgelenmis istisnalar (6rnegin vergi/yasal yukumlultkler, gtvenlik veya uyusmazlik ¢6zimu)

kapsaminda, silme taleplerine saygi duyariz. Talep génderme yontemleri icin Bolum 11 ve 12'ye bakin.

10) Guvenlik

Kisisel Verileri kazaen veya hukuka aykiri bicimde imha, kayip, degistirme, yetkisiz ifsa veya erisime karsi
korumak icin makul teknik ve organizasyonel dnlemler uygulariz. Bu 6nlemler verinin tirune ve isleme

faaliyetlerine gore uyarlanir ve duzenli olarak gézden gecirilir.

Genel onlemlere ornekler:

o Erisim kontrolui ve asgari yetki: Rol tabanli erisim, “bilmesi gereken” ilkesi, kimlik dogrulama korumalari.

o Sifreleme ve aktarim guvenligi: Uygun durumlarda aktarim ve depolama sirasinda sifreleme, gtivenli iletim
protokolleri.

e Ag ve uygulama korumasi: Bolumlendirme, kayit ve izleme, guvenlik agiklarinin yonetimi, degisiklik
kontrolleri.

o Tedarikc¢i denetimi: Hizmet saglayicilar icin s6zlesmesel guvenlik sartlari ve periyodik risk degerlendirmeleri.

o Dayaniklilik ve kurtarma: Yedekleme ve is surekliligi/olay mudahalesi prosedurleri.

Kesin glivence yoktur

Hicbir aktarim veya depolama yontemi %100 guvenli degildir. Bilgilerinizi korumak i¢in ¢alissak da mutlak

guvenligi garanti edemeyiz.

Olay mudahalesi ve bildirim



Kisisel Verileri etkileyen bir guvenlik ihlali tespit edilirse, olayi arastirir ve yurarltUkteki yasa uyarinca ilgili bireylere

ve/veya otoritelere bildiririz.
Sizin rollinuz

Hesap bilgilerinizin gizliligini korumak sizin sorumlulugunuzdadir. Yetkisiz erisim suphesi halinde derhal bizi

bilgilendirmelisiniz (bkz. Bolim 4 ve Gizlilik Secenekleriniz).

11) Haklariniz

Yururlukteki yasalar uyarinca Kisisel Verileriniz Gzerinde belirli haklara sahip olabilirsiniz. Bu haklari Gizlilik

Secenekleriniz (Ustbilgi/altbilgideki baglanti) Gzerinden veya privacy@wwiqtest.com (ya da info@wwiqtest.com

) adresine e-posta géndererek kullanabilirsiniz. Kimliginizi dogrulamanizi isteyebiliriz. Bazi haklar, diger kisilerin

haklarini veya yasal yikumlalukleri korumak amaciyla sinirlandirilabilir.
11.1 AB/AEA (ve uygulanirsa Birlesik Krallik)

AB/AEA (ve BK GDPR) kapsaminda asagidaki haklara sahipsiniz:
o Erisim: Kisisel Verilerinizi isleyip islemedigimizi 6grenme ve bir kopyasini alma.
o Duzeltme: Yanlis veya eksik Kisisel Verileri duzeltme.

e Silme: Belirli durumlarda verilerin silinmesini talep etme (6rnegin, artik gerekmediginde; rizanizi geri
cektiginizde ve baska yasal dayanak olmadiginda).

o Kisitlama: Bazi durumlarda islemenin sinirlandiriimasini talep etme (6rnegin dogruluk tartismali oldugunda).

o Tasinabilirlik: Verilerinizi yapilandiriimis, yaygin kullanilan, makinece okunabilir bir formatta alma ve teknik
olarak mumkunse baska bir denetleyiciye ilettirme.

o Itiraz: Mesru menfaat dayanagiyla yapilan isleme (profil olusturma dahil) karsi cikma; biz yalnizca tstiin
mesru gerekceler varsa veya yasal iddialar icin gerekli oldugunda islemi strdurebiliriz.
Ayrica dogrudan pazarlamaya yonelik isleme faaliyetlerine her zaman itiraz edebilirsiniz.

o Rizayi geri cekme: Rizaya dayali islemlerde (6r. istege bagli cerezler/SDK'lar, belirli pazarlama faaliyetleri)
rizanizi istediginiz zaman geri cekebilirsiniz. Bu, geri cekmeden 6nce yapilan islemenin yasalligini etkilemez.

Yanit suresi: Dogrulanmis talebinizi aldiktan sonra 1 ay icinde yanit veririz. Talebin karmasikhgi veya sayisi

nedeniyle gerekirse 2 aya kadar uzatabiliriz ve sizi bilgilendiririz.

Sikayet hakki: Bir denetim otoritesine sikayette bulunabilirsiniz. Ana denetim makamimiz Polonya Kisisel Veri

Koruma Ofisi (UODO)'dur. Kendi tlkenizdeki otoriteye de basvurabilirsiniz.
11.2 Kuiresel

ikamet ettiginiz yere bagh olarak, yerel gizlilik yasalari kapsaminda ek haklara sahip olabilirsiniz. Hesap

bilgilerinizin gizliligini korumak ve yetkisiz erisimi derhal info@wwiqtest.com adresine bildirmek sizin

sorumlulugunuzdadir.

Talepleriniz, bulundugunuz bélgenin yasalarina ve bu Politika’'ya uygun sekilde ele alinacaktir.

Not: Kaliforniya'ya 6zgu haklar (6rnegin “Satma veya Paylasma”) Boliim 12 (Kaliforniya Gizlilik Bildirimi) altinda

belirtilmigtir.



12) California Gizlilik Bildirimi (CPRA)

n u

Bu bélum yalnizca California sakinleri icin gecerlidir ve bu Politika’'nin geri kalanini tamamlar. “Satis,” “paylagim,”
“hizmet saglayici” ve “hassas kisisel bilgi (SPI)” gibi terimler, CCPA/CPRA’da verilen anlamlari tasir. Kisisel Verileriniz

uzerinde gecerli yasalar kapsaminda belirli haklara sahip olabilirsiniz. Talepte bulunmak i¢in info@wwiqtest.com

adresine (varsa hesabinizla iligkili e-posta adresinden) e-posta gonderebilirsiniz. Talebinizi yerine getirmeden énce
kimliginizi dogrulamamizi (ve izin verildigi 6lcude yetkili bir temsilciden gelen talepler icin yetki belgesi
sunulmasini) isteyebiliriz. Bazi haklar sinirlamalara veya istisnalara tabidir (6rnegin, bir talebin yerine getirilmesi

baskalarinin haklarini inlal ediyorsa veya yasal yukumlulUklerle ¢elisiyorsa).
12.1 Toplama Bildirimi (Son 12 Ay ve Ileriye Déniik)

Topladigimiz kategoriler. Son 12 ayda (ve bundan sonra) asagidaki Kisisel Bilgi kategorilerini topladik:
o Tanimlayicilar (6rnegin, ad, e-posta, IP adresi, hesap kimligi, cerez/reklam kimlikleri).

o Musteri / fatura kayitlari (6r. satin alimlar, abonelik durumu, tokenize 6deme referanslari ve varsa son 4
hane — tam kart numaralari saklanmaz).

e Ticari bilgiler (6r. satin alinan Urunler, deneme/yenileme bilgileri).
« Internet / ag etkinligi (6r. cihaz/tarayici ayrintilari, gérintilenen sayfalar, tiklamalar, zaman damgalari).
e Yaklasik konum (IP adresinden turetilir).

e Turettigimiz ¢cikarimlar (6r. rapor olusturmak veya hizmet deneyimini kisisellestirmek icin kullanilan puan
tabanh gruplandirmalar).

o Hassas Kisisel Bilgiler (SPI) yalnizca hesap oturum agcma bilgileriyle (e-posta/kullanici adi + sifre) sinirhdir.

Toplamadigimiz kategoriler. Sunlari toplamiyoruz: korunan sinif 6zellikleri, biyometrik veriler, duyusal veriler,
profesyonel/istihdam veya egitim verileri, kesin konum verileri, devlet kimlikleri, saghk/benzeri 6zel kategori

verileri.

Kaynaklar. Sizden (hizmetleri kullandiginizda veya destekle iletisime gectiginizde); cihaziniz/tarayicinizdan
otomatik olarak (¢erezler/SDK'lar aracihigiyla); hizmet saglayicilardan (6r. analiz, dolandiricilik 6nleme, 6deme

islemcileri); ve sinirli kamu/ticari kaynaklardan (6r. IP bdlge eslemesi).

Amaclar. Hizmetleri saglamak (testler/sonuclar, IQBooster), hesap islemleri yarutmek, satin alma/yenileme
islemlerini yapmak, destek saglamak, guvenlik/dolandiricilik dnleme, analiz ve iyilestirme yapmak, izin verildiginde

pazarlama géndermek ve yasal/ydnetsel yukamlulUkleri yerine getirmek. Ayrintilar i¢cin Bolim 5’e bakin.

Alicilar. Kisisel Bilgileri su taraflara aciklayabiliriz:

e Bizim adimiza veri isleyen hizmet saglayicilar (barindirma/CDN, guvenlik/dolandiricilik 6nleme, analiz,
tanillama, destek araclari, e-posta gonderimi, faturalama).

e Hizmetlerini sizin sectiginiz bagimsiz denetleyiciler (6r. PayPal).

e Yasal olarak gerektiginde yetkililer veya ucunci taraflar (bkz. Bolum 7).

Saklama. Kisisel Bilgiler, Bolium 9 (Saklama)'da aciklanan sureler/kriterler dogrultusunda saklanir (6r. hesap
verileri aktifken + sinirli bir sure, islem kayitlari genellikle 7 yil, guvenlik gunltkleri guvenlik streci boyunca,

cerezler kendi 6murleri boyunca).



Satis / Paylasim.
e Kisisel Bilgileri para karsilhigi “satmiyoruz.”

e Ancak, California yasasi kapsaminda tanimlandigi sekilde, baglamlar arasi davranissal reklamcilik (hedefli
reklam) icin Kisisel Bilgileri “paylasabiliriz.” Bu, esas olarak ¢evrimici tanimlayicilari (6r. cerez/reklam
kimlikleri), internet/ag etkinligi verilerini ve sinirl durumlarda hizmet deneyimini uyarlamak veya kampanya
Olcmek icin turetilmis ¢cikarimlari icerir.

o Isterseniz bu paylasimi asagida aciklandigi sekilde devre disi birakabilirsiniz.

“Satig/Paylasimi” devre disi birakma. “Kisisel Bilgilerimi Satma veya Paylasma” baglantisini ve Cerez Ayarlarrni
kullanin (baglantilar Gstbilgi/altbilgide bulunur). Devre disi birakmalar tarayici/cihaz bazinda gecerlidir; oturum

acilmisken yapilirsa hesap genelinde uygulanabilir.
12.2 Hassas Kisisel Bilgiler (SPI)

SPIyalnizca kimlik dogrulama, guvenlik ve dolandiricilik dnleme amaciyla hesap giris bilgileri (e-posta/kullanici adi
+ sifre) olarak islenir. SPT'yi sizin hakkinizda ¢ikarim yapmak icin kullanmayiz. SPT'y1 ek amacglarla kullanmadigimiz

icin su anda “Hassas Kisisel Bilgilerimin Kullanimini Sinirla” baglantisi sunmuyoruz.
12.3 California Haklariniz ve Nasil Kullanacaginiz

Haklariniz. istisnalar disinda, California sakinlerinin su haklari vardir:
(1) Bilme / Erigsim (belirli parcalar dahil),

(2) Silme,

(3) Yanlis Kisisel Bilgilerin Duzeltilmesi,

(4) Tasinabilirlik,

(5) Satis veya Paylasimi Devre Disi Birakma (baglamlar arasi davranigsal reklamcilik dahil).
Bu haklari kullandiginiz icin size karsi ayrimcilik yapilmaz (6r. hizmet reddi, farkli fiyatlandirma, kalite degisikligi).

Nasil talepte bulunulur. Ust/altbilgideki Gizlilik Secenekleriniz baglantisini veya info@wwiqtest.com adresini

kullanin.

e Talebinizi aldiktan sonra 10 gun icinde onay veririz ve kimliginizi dogruladiktan sonra 45 gun i¢cinde yanitlariz
(gerekirse 45 gun daha uzatabiliriz).

e Kimliginizi (ve varsa yetkili temsilcinizin yetkisini) dogrulariz. Temsilciler i¢in yazili izin veya vekaletname
gerekir; dogrudan dogrulama talep edebiliriz.

Satis/Paylasimi Devre Disi Birakma. “Kisisel Bilgilerimi Satma veya Paylasma” baglantisi ve Cerez Ayarlar

aracihgiyla talep génderebilirsiniz.

Tercih Sinyalleri (GPC). Taninan global gizlilik sinyallerini (6r. Global Privacy Control) tarayici/oturum bazinda
gecerli devre disi birakma olarak kabul ederiz. Tercihinizi cihazlar arasinda uygulamak igin giris yapmigken

“Satma/Paylasma” baglantisini kullanin.

Resit Olmayanlar (18 yas alti). Hizmetlerimiz 18 yas alti bireylere sunulmaz ve bu kisilerin bilgileri bilerek
toplanmaz veya paylasiimaz. Boyle bir durum tespit edilirse derhal silinir. Bir cocuga ait veri toplandigini

dusunuyorsaniz Gizlilik Se¢cenekleriniz veya info@wwiqtest.com Uzerinden bizimle iletisime gecin.




13) Cocuklar ve Gencler

Yalnizca 18 yas ve uzeri. Hizmetler yalnizca 18 yas ve Uzeri bireylere ydneliktir (bkz. Sartlarimiz). 18 yasin

altindaysaniz hizmetleri kullanmayin.

13 yas altindan bilerek veri toplamayiz. 13 yas altindaki cocuklardan bilerek Kisisel Veri toplamayiz. Ebeveyn
veya veliyseniz ve cocugunuzun bize bilgi verdigini disunuyorsaniz, derhal Gizlilik Se¢cenekleriniz veya

privacy@wwiqtest.com adresi Gzerinden bizimle iletisime gecin.

Yas alti veri tespit edilirse:
e Kisisel Veriyi gecikmeden sileriz;
o Ilgili hizmet erisimini sonlandiririz;

o Tekrarini 6nlemek icin makul adimlar atariz.

Gerekirse, ebeveynden yalnizca talebi dogrulamak ve silme islemini tamamlamak icin bilgi isteyebiliriz.

14) Bizimle Nasil Iletisime Gecebilirsiniz
Bu Gizlilik Politikasi veya Kisisel Verilerinizle ilgili herhangi bir soru veya talebiniz icin bizimle iletisime
gecebilirsiniz:

E-posta:

privacy@wwiqtest.com

info@wwigtest.com

Posta Adresi:
CELL.KOMUNIKACIA Sp. z 0.0.
Ul. Rynek Gtoéwny 28

31-010 Krakow, Matopolskie

Polonya

15) Bu Politikanin Degisiklikleri

Bu Gizlilik Politikasini zaman zaman guncelleyebiliriz. Sayfanin Gst kismindaki “Son Guncelleme” tarihi en son

yapilan degisiklikleri gosterir.

Nasil bildirim yapariz:
Onemli degisiklikler icin makul élctide bildirim yapariz (6r. Site Gzerinde acik bir bildirim yayinlayarak veya
hesabiniza kayitl e-posta adresine yazarak).

Diger guncellemeler, yeni tarihli suirimun yayimlanmasiyla yururltge girer.
Degisikliklerin yurarluk tarihi:

« Onemli degisiklikler, bildirimden 7 giin sonra yurirlige girer (daha uzun bir siire belirtiimedikce veya yasa
gerektirmedikce).



e Yasal, duzenleyici, givenlik veya operasyonel gerekliliklerle ilgili degisiklikler yasal olarak izin verildigi élcude
derhal yururluge girebilir.

Secenekleriniz:
GuUncellenmis Politikayl kabul etmiyorsaniz, Hizmetleri kullanmayi birakmali, tercihlerinizi (6r. Cerez Ayarlari)
guncellemeli ve gerekirse aboneliginizi iptal etmelisiniz. Hizmetleri degisiklik yurarluge girdikten sonra

kullanmaya devam etmeniz, guncellenmigs Politikay! kabul ettiginiz anlamina gelir.

Gec¢mise etkili degildir.
Bu Politika'daki glincellemeler, yururltuk tarihinden dnce sizinle aramizda dogmus anlasmazliklari geriye dénuk

olarak etkilemez.

‘ Son Glincelleme: 16.10.2025

?ceri?imiz, insan ve yapay zeka destekli ceviri kombinasyonu kullan?larak birden fazla dilde sunulmaktad?r. Do?rulu?u
sa?lamak icin azami caba gosterilse de, resmi ve yasal olarak ba?lay?c? metin ?ngilizce strumdur.



